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Abstract of the contribution: This P-CR is proposed to add a solution about the network slice selection.
1. Discussion
Different services are supported in NextGen network, they have different requirements on the control plane function. E.g. the MM functions of eMBB and mIoT services are different.

In group B based network slicing architecture, the common core network function (CCNF) is shared between multiple slices and SM function is distributed into different slices. In order to support different services, it is proposed that different types of CCNF can be deployed by the operator, e.g. eMBB type and mIoT type. 
2. Proposal
This pCR proposes to add a solution about network slice selection in TR 23.799.
* * * * Start of 1st Change * * * *
6.1.x
Solution 1.x: Service based network slice selection
6.1.x.1
Architecture description

The core network is composed by the CCNFs and slices. Based on the services provided by the operator, different types of CCNF and types of slice can be deployed, i.e. eMBB, mIoT and CriticalComm type. The CCNF can be shared by multiple slices with the same type. The network slicing architecture is shown in Figure 6.1.x.1-1.
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Figure 6.1.x.1-1: Network slicing architecture
The CCNF includes the following network functions:
-
Slice Selection Function: selecting an appropriate network slice for a UE based on UE provided information, network capability, network policies and subscription.
-
Message Routing Function: receive the control plane message, route the message to the destination network function based on the message type and the UE related information.
-
Mobility Management: maintain the location information of the UE, page UE in idle mode. The MM functions in different type of CCNFs are different.
-
Authentication: authenticate the network registration of the UE.
The network functions existing in the network slice include:
-
Session Management: manage the PDU session of the UE (i.e. session establishment, modification and deletion).

6.1.x.2
Function description
6.1.x.2.1
Initial Attach Procedure
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Figure 6.1.x.2-1 Initial Attach procedure

1. 
The UE sends a RRC request to RAN, the message includes the usage type, UE identity and attach request. 

2. 
RAN selects a CCNF based on type of UE and UE identity.
3. 
RAN sends the attach request to the selected CCNF.

4. 
The CCNF performs security procedures.
5-6.
CCNF sends the attach accept message to the UE.

6.1.x.2.2
PDU Session Establishment Procedure
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Figure 6.1.x.2-2 PDU Session Establishment procedure

1. 
When a PDU session establishment procedure is triggered by application layer, the UE determines whether the UE usage type or DCN ID needs to be changed. If the UE usage type or DCN ID changes, the UE shall send a request carrying the new UE usage type or DCN ID to RAN.
2. 
The new UE usage type or DCN ID may lead to serving CCNF relocation, there are two options to trigger the relocation:

Option1, RAN selects a CCNF based on received UE usage type or DCN ID. If the CCNF needs to be relocated, the RAN node sends the PDU session request to the new CCNF together with the UE usage type or DCN ID. Otherwise, the RAN node sends them to the serving CCNF.
Option2, the RAN node forwards the received UE usage type or DCN ID to the serving CCNF, so that the serving CCNF can decide whether it can still serve this UE, e.g. whether the required MM function can be provided. If the CCNF cannot serve the UE, then CCNF relocation procedure will be triggered, e.g. send a detach request with reattach indication.
3. 
The CCNF selects a slice based on service information carried in the PDU session request message, UE subscription and network policy, then sends the PDU session request message to the SM in the slice.

4. 
Data path establishment, the detail of this step is referred to the SM solutions.
6.1.x.3
Solution evaluation

Editor's note:
This clause will contain evaluation on the system impacts, e.g. UE, access network and non-access network.

* * * * End of Changes * * * *
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